12 Top)Tipsifor,

BUILDING CYBER
RESILIENCE AT HOME

A a sockety, we're increasingly using technology and tech services In the home. Digital asslstants which can adjust the
haating ottu-mll?;l: on and off; streaming services for shows and movies on demand; gomes consoles; smart
speakers; phones; laptops _ the kst goes on. As we introduce sach new glzme to our homes, however, we increase
tha level of threat from cyber criminals. It's essential, therefore, that we learn to bacome more cybaer resilient in
raelation to the devices and digital services that the people in our household use.
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4. BACK UP YOUR DATA
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5. ENABLE MULTI-FACTOR 6. CHOOSE RECONERY T.SET UP SECONDARY
AUTHENTICATION {M'FA}' _ QUESTIONS WISELY ACCOUNTS
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